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Document Checklist  

‘CYBERSECURITY MADE IN EUROPE’ 

 

1. Application form. The completed and duly signed document shall be sent to the 
qualified issuing partner together with the following documents. Application Form to be 
provided by the qualified issuing partners.  

2. Factsheet about the company. The document shall include the declaration of the 
ownership structure, majority stakes and proof of the majority of R&D activities in Europe. 
Free-form. 

3. Declaration of conformity with ENISA’s „Indispensable baseline security requirements 
for the secure ICT products and services“ (including the description for each of the 10 
points)1. Declaration Form to be provided together with the Application Form. 

4. Letter signed by the CEO or any authorised signatory of the company with power of 
attorney, declaring the correctness of the application form. Free-form. 

5. Payment commitment for the processing fee for issuing the Label. Free-form. 

 

Should you have any questions do not hesitate to contact European Cyber Security 
Organisation (ECSO), the initiator of the Label, and/or any qualified issuing partners of your 
choice. 

 

The list of partners is available in the ‘Terms and Condition of the Label Usage’ document and 
on the ECSO website, here. You are also welcome to contact ECSO Team for more 
information via wg4_secretariat@ecs-org.eu.  

 
1 ENISA, ‘Indispensable baseline security requirements for the procurement of secure ICT products and 
services’, 21 January 2017. Accessible: https://www.enisa.europa.eu/publications/indispensable-baseline-
security-requirements-for-the-procurement-of-secure-ict-products-and-services.  
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